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Introduction
IT security is a constant concern for any organisation. Those entrusted with making sure their organisations stay safe need to be fully informed,
at all times, on all security issues. 

Computing Security deals with the key issues that organisations face as they try to remain fully protected against the plethora of threats that now
menace their organisations - with new ones emerging constantly, as advances in technology and changes in the way we work present new
potential risks. 

Computing Security aims to keep those responsible for the security of their organisations abreast of all that is happening in the industry - not only
the dangers that exist for their organisations, but also the tools, technology and solutions that are now available to counteract these. 

Circulation  and  Readership
From all sectors of industry, Computing Security has a focused readership of 12,000 key people who make and/or influence 
decisions in the IT sector. 

97% approve or influence the purchasing of IT security products and services

THESE  READERS  HAVE  BEEN  CATEGORISED  
INTO  5  MAIN  GROUPS  BY  JOB  FUNCTION:

IT Manager/IT Director        62%
IT Security                         15%
Risk/Compliance 9%
MD/CEO/Partner 8%
Other 6% 

ANNUAL  EXPENDITURE  ON  SECURITY  SOLUTIONS:

Under 25K 22.4%
£25K-£100K 35.6%
£100K- £500K 19.3%
£500K - £1m 14.8%
£1m + 7.9%

These readers have a proven interest in security and a duty to protect their organisations' networks. They also have the authority and the means
to invest in security solutions.   

Computing  Security's  Independent  Product  Reviews
Security threats are changing and evolving. On the positive side,
there have been some impressive innovations from the supplier
community in bringing to market products to combat these
threats. A product can be helped enormously if it is the subject
of a review carried out by an independent expert.  Some
publications publish a small number of reviews with products
selected almost at random. 

Many publications do not publish reviews at all. For suppliers this
effectively means that opportunities to have a product reviewed
are very limited and the chance of having it published at the time
of their choosing is almost zero. 

Computing Security runs its review service differently. For a
commitment to purchase PDFs of the published review - which
represent valuable marketing collateral in their own right - a
supplier can ensure that its chosen product is reviewed and can
select which issue of Computing Security this review appears in.
If you are responsible for marketing a security solution then
booking a review in Computing Security is one of the most
effective ways of introducing it to an audience of potential buyers
AND generating some excellent marketing material for your own
use. See costs below.

Published by:
Barrow  &  Thompkins  Connexion  Ltd  (BTC)
35  Station  Square,  Petts  Wood,  Kent  BR5  1LZ
Telephone:  01689  616000
www.computingsecurity.co.uk
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Computing Security Awards

EMBRACEABLE YOU?
BYOD: the challenge dividing 

more and more businesses

BIG DATA UNLOCKED

How do you shut out

malicious attackers?

SUBBED BW4.qxd  08/11/2013  12:07  Page 1

0HGLD�3DFN�������(GG�1(:�T[G���������������������3DJH��



Advertising  Rates
PRINT  ADVERTISING:
Cover Wrap/Belly Band/ Gatefold - POA
Double Page Spread - £3,450
Full Page - £1,950
Half Page - £1,000

PREMIUM  POSITION
Outside Back Cover - £2,600
Inside Front Cover - £2,600
Inside Back Cover - £1,950

INSERTS
Loose:
Up to 10g - £300 per 1000 (for exclusivity)

£225 per 1000 (for non-exclusive)
Bound In:
Up to 10g - £375 per 1000 (for exclusivity)

£300 per 1000 (for non-exclusive)

INDEPENDENT  PRODUCT  REVIEWS
A product review in Computing Security consists of an evaluation from
an independent expert of around 600 words, along with a photo or
screenshot. PDFs of the review are supplied; which the solution
provider can email, host on a web site and reprint from without
restriction. Independent Product Review and pdf. - £1,950

DATABASE  RENTAL
Mail or email prospects on the Computing Security database. Select
prospects by job title, size of organisation, annual expenditure on IT
security products etc. Tailored to suit your specific requirements.
Email Broadcast: £300 per thousand names for email broadcast

LEAD  GENERATION
There are many options available; including a sponsored question on
the reader registration form, reader competitions and our specialist
telemarketing services. POA

MASTERCLASS
Sponsorship of a MasterClass allows you to have your own regular
page in the magazine, dedicated to a subject area in which you have
strong expertise. It needs to be informative and discuss the subject
rather than the suppliers' products. Each article should have value to the
readers in its own right. In addition, when put together, the whole
collection of articles should form a valuable guide to the subject area.
Very strictly, we only allow one MasterClass per subject area. Therefore,
a MasterClass really does enable a company to be seen as the voice of
authority on the subject. To call something a regular column we ask that
it runs for at least a year (6 issues) although the sponsor may feel that
the subject and/or their own profile may benefit more from a longer
period of exposure. The cost to run a MasterClass would be £1,600 per
issue. This includes a pdf of each page that the sponsor can use for
their own unlimited marketing/pr purposes. The sponsor must be able
to supply 600 words of copy in good time for each issue. The column is
credited to the company, not an individual, so you could call on a
number of people within your organisation during the course of the year.

FOR  FURTHER  INFORMATION  CONTACT:

Edward  O’Connor
Media  Sales  Executive

edward.oconnor@btc.co.uk

TTeelleepphhoonnee::  0011668899  661166000000        

Computing  Security  magazine  is  published  by:  
BTC  Ltd,  35  Station  Square,  Petts  Wood,  Kent,  BR5  1LZ

Mechanical  Data
ADVERTISEMENT  SIZE  DEPTH/WIDTH
Double-Page Bleed 307 mm x 440 mm
Double-Page Trim 297 mm x 420 mm
Double-Page Type 287 mm x 400 mm
Single-Page Bleed 307 mm x 220 mm
Single-Page Trim 297 mm x 210 mm
Single-Page Type 287 mm x 200 mm 
Half Type 130 mm x 190 mm
Verticle Half 280 mm x 90mm

TECHNICAL  REQUIREMENTS:

PDF File    High Res 300 dpi
   Registration Marks
   5 mm bleed all around

Tiff    High Res 300dpi
   5 mm bleed all around

Jpeg    High Res 300dpi
   5 mm bleed all around

Please call the Production department on +44 (0) 1689
616 000 before submitting digital copy of any kind in order
to ensure system compatibility.

WEB  BANNERS
375 x 60 pixels. Files should be provided in gif format or
flash with all url's embedded and targets set to _blank
(opens new window)

COMPUTING  SECURITY  E-NNEWSLETTER
While Computing Security magazine is published bi-monthly, we want
to keep readers up to date and in the loop all of the time - which is
why we also publish an eNewsletter in between issues. That means,
every month, you are kept fully informed and up to speed with what is
happening across the industry.
Sent out to 22,000 key IT security professionals, the Computing
Security eNewsletter brings you all the latest news, features and
product reviews from the magazine itself.

ADVERTISING  RATES  FOR  THE  E-NNEWSLETTER
Large Digital Banner in Page Header -
£1,500 per insertion (exclusive to one
company per newsletter)
Size: 468 x 85

Large Digital Banner in Email Body - 
£1,000 per insertion.
Size: 444 x 71

KEY  WORD  SEARCH
You can have exclusive sponsorship of key words that can be
searched within our online database.
When people search on any of our websites, using one of your
keywords, your header banner will appear at the top of the page,
above the search results. This means that you're advertising to an
audience who are already interested in the products/services your
company provides. 
Our websites are linked into a central database, which has
approximately 112,000 visits per month.
You can select which key words you want your banner to be linked to.
Each key word is offered exclusively to one company, so your banner
ad will be the only one showing when your key word is searched.
Cost per Key Word: 
6 Months Exclusivity - £2,700
12 Months Exclusivity - £4,800
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Features

BYOD - How to make it your friend

BYOD - bring your own device - is enjoying enormous growth and that is likely only 

to accelerate. However, opinion is still divided as to whether it is a force for good or 

bad. Brian Wall reports 

The data security divide

Barely a week goes by without yet another media report about a high-profile leak of 

confidential data. How can these breaches be stopped? 

Identity In Crisis

Smaller businesses are now just as much at risk as larger companies, as they are 

less likely to be aware of the dangers and the vulnerable position in which they find 

themselves. 

Cold Shoulder Treatment

Many organisations are failing to adopt established industry best practice to protect 

their clients' information. The need for increased compliance is a fact of life, warns 

cyber security experts IT Governance 

Securing the honours!

It was another night of celebrations at the 2013 Computing Security Awards, held at

London's Hotel Russell in October

News

DDoS Attacks Double In 2013

There were more than double the total number of distributed denial of service 

(DDoS)attacks over 20Gbps in the first half of 2013 as were seen in the whole of 

2012, new data suggests

HID Global Fuels Adoption Of Layered Authentication 

Solutions

HID Global is continuing its drive to enable financial institutions to secure online 

Welcome to the 

November edition of the 

Computing Security

Newsletter. And let me 

say straight away what a 

great night of celebrations 

it was at the recent 2013 

Computing Security

Awards, as people from 

right across the industry 

gathered to hear who had 

triumphed - and would be 

carrying off the much 

coveted winners’ 

accolades.

The event took place at 

the Hotel Russell in 

London's Russell Square, 

with the awards presented 

by former England and 

Kent cricketer Chris 

Cowdrey and stand-up 

comedian Patrick 

Monahan.

Avecto were winners in 

the hotly contested ‘New 

Product of the Year’ 

category, while Wick Hill 

fought off all challengers 

to retain its ‘Security 

Distributor of the Year’ 

title. Among the first 

timers to triumph was 

NTS, which picked up the 

‘Security Reseller of the 

Year’ award. Titania was 

another to impress, as it 

scooped both the ‘Editor's 

Choice’ award and the 
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Malware and Malpractices

Despite the potential threats, as many as 25% of all PCs remain unprotected. Why 

is there such a poor attitude to security in some quarters? Computing Security finds 

out 

Sizing up the Most Vulnerable

Smaller businesses are now just as much at risk as larger companies, as they are 

less likely to be aware of the dangers and the vulnerable position in which they find 

themselves. NATO Comes Under Bombardment

NATO was the victim of a massive number of cyber attacks last year, with many in 

the 'serious' category. How long can the cyber terrorists be held at bay?

Joining the Gold Rush

The race is truly on to use apps to gain a competitive advantage. At the same time, 

applying secure, robust testing must not be sacrificed in the process.

News

Do you know who has got their eye on you?

It has been revealed that internet users may be at risk from hacked webcams, with 

hackers able to control and switch on these devices without the owner's knowledge 

or permission. Tigerspike issues $10,000 Karacell hacking challenge

As mobile security, processing speed and battery life continue to threaten usage, 

Tigerspike has created Karacell, a quantum-resistant encryption technology set to 

transform how organisations and individuals can keep their mobile data safe on 

personal technology devices. 

Ubisoft's Uplay service hacked

Joining a slew of recent data breaches at the server level, gaming publishing giant 

Ubisoft has issued a statement admitting that an attack on its network had resulted 

in details of its customers being accessed by a rogue third party.

Welcome to the October 

edition of the Computing 

Security Newsletter.No matter how high the 

defences we stack up 

against them, the more 

the cybercriminals come 

back to carry out another 

frenzied assault. And the 

reason isn't hard to see: 

there are lots of easy 

victims out there to target, 

most of whom have a 

scant appreciation of what 

good security really is. 

Oh, and another thing -

this type of crime really 

does pay!

Hopefully, the recent 

creation of the new Cyber 

Crime Reduction 
Partnership will prove up 

to the task of helping to 

tackle the growing threat 

that comes from 
organised and global 

cybercriminals and to 

promote safer practice. 

But there is no point in 

sitting back, in the 

expectation that they will 

clean up the streets and 

make us all so much 

safer. Cybercrime is too 

profitable for that and 

there are easy pickings 

out there, as long as 

organisations fail to take 

the threats seriously - ie, 

g
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